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PROCEDIMIENTO DE GESTION DEL SISTEMA INTERNO DE
INFORMACION

1. Objeto

La Universidad de Deusto tiene implantado un Sistema interno de informacion con el
objetivo de canalizar y facilitar la presentacion, la recepcion, la gestion y la resolucién de
las comunicaciones sobre presuntas irregularidades o incumplimientos y cualquier
violacion de las obligaciones de cumplimiento normativo, fomentando un entorno de
cumplimiento normativo basado en los principios y valores de la Universidad de Deusto.

El objeto del presente documento es establecer las previsiones necesarias para gestionar
el Sistema interno de informacion de la Universidad de Deusto conforme a los requisitos
establecidos en la Ley 2/2023, de 20 de febrero, reguladora de la proteccion de las
personas que informen sobre infracciones normativas y de lucha contra la corrupcion (en
adelante, Ley 2/2023).

En todo lo no previsto en el presente Procedimiento, regird la mencionada Ley 2/2023 y
sus normas de desarrollo.

2. Ambito de aplicacion
2.1. Ambito subjetivo

Este Procedimiento se aplicard a las personas informantes que trabajan para la
Universidad de Deusto o sean partes interesadas, y que hayan obtenido informacion sobre
infracciones en un contexto laboral o profesional, comprendiendo en todo caso:

a) Las personas que tengan la condicién de empleados de la Universidad.
b) Las personas autbnomas que presten servicios en la Universidad.

c) Las personas socias, los integrantes del rgano de administracion, direccién o
supervision de la Universidad, incluidos los integrantes no ejecutivos.

d) Cualquier persona que trabaje para 0 bajo la supervision y la direccién de
contratistas, subcontratistas y proveedores.

e) Los integrantes de la comunidad académica como son los docentes, los
estudiantes y las demas personas que interactGan con la Universidad de Deusto.

También se aplicara a aquellas personas que comuniquen informacion sobre infracciones
obtenidas en el marco de una relacion laboral ya finalizada, las personas voluntarias,
becarias, personal en periodos de formacion con independencia de que perciban 0 no una
remuneracion, asi como a aquellas personas cuya relacion laboral todavia no haya
comenzado, en los casos en que la informacion sobre infracciones haya sido obtenida
durante el proceso de seleccion o de negociacion precontractual.
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Igualmente, se aplicara a los estudiantes de la Universidad de Deusto en la actualidad o
en el pasado, asi como a las personas asistentes a actos celebrados en instalaciones de la
Universidad de Deusto.

2.2. Ambito objetivo

A través del Sistema interno de informacion se podra comunicar:

a) Cualquier accion u omisién que pueda constituir un incumplimiento de las
normas internas de la Universidad.

b) Cualesquiera acciones u omisiones que puedan constituir infracciones del
Derecho de la Union Europea siempre que:

1.° Entren dentro del ambito de aplicacion de los actos de la Union Europea
enumerados en el anexo de la Directiva (UE) 2019/1937 del Parlamento Europeo y
del Consejo, de 23 de octubre de 2019, relativa a la proteccién de las personas que
informen sobre infracciones del Derecho de la Union, con independencia de la
calificacion que de las mismas realice el ordenamiento juridico interno. Esto
incluye, por ejemplo casos relativos a contratacion publica (corrupcion y libre
competencia), proteccion del medioambiente, proteccion de los derechos de los
consumidores, proteccion de datos y seguridad de la informacién, salud publica,
prevencion del blanqueo de capitales o financiacién del terrorismo.

2.° Afecten a los intereses financieros de la Union Europea tal y como se
contemplan en el articulo 325 del Tratado de Funcionamiento de la Union Europea
(TFUE); o

3.° Incidan en el mercado interior, tal y como se contempla en el articulo 26,
apartado 2 del TFUE, incluidas las infracciones de las normas de la Union Europea
en materia de competencia y ayudas otorgadas por los Estados, asi como las
infracciones relativas al mercado interior en relacion con los actos que infrinjan las
normas del impuesto sobre sociedades o con préacticas cuya finalidad sea obtener
una ventaja fiscal que desvirtle el objeto o la finalidad de la legislacién aplicable al
impuesto sobre sociedades.

c) Acciones u omisiones que puedan ser constitutivas de infraccién penal o
administrativa grave o muy grave. En todo caso, se entenderan comprendidas todas
aquellas infracciones penales o administrativas graves o muy graves que impliquen
quebranto econdmico para la Hacienda Pdblica y para la Seguridad Social. Esto
incluye, por ejemplo, supuestos de soborno y corrupcién, dafios informaticos, o
delitos a la salud publica.

3. Medidas de proteccion frente a represalias
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3.1. Condiciones de acceso a la proteccion

La proteccion del informante es el principio rector de todas nuestras actuaciones tal y
como recoge la Politica del Sistema interno de informacion de la Universidad de Deusto.
Por ello, las personas que comuniquen alguna de las infracciones normativas previstas en
el ambito de aplicacién de este Procedimiento tendran derecho a proteccion siempre que
concurran las circunstancias siguientes:

« tengan motivos razonables para pensar que la informacion referida es veraz en el
momento de la comunicacion, aun cuando no aporten pruebas concluyentes, y

» la comunicacion se haya realizado conforme a los requisitos establecidos en el
presente Procedimiento.

Adicionalmente, las medidas de proteccion también se aplicaran, en su caso, a:

a) Los representantes legales de las personas trabajadoras en el ejercicio de sus
funciones de asesoramiento y apoyo al informante.

b) Personas fisicas que, en el marco de la organizacién en la que preste servicios el
informante, asistan al mismo en el proceso.

c) Personas fisicas que estén relacionadas con el informante y que puedan sufrir
represalias, como compafieros de trabajo o familiares del informante.

d) Personas juridicas, para las que el informante trabaje o con las que mantenga
cualquier otro tipo de relacién en un contexto laboral o profesional o en las que
ostente una participacion significativa. A estos efectos, se entiende que la
participacion en el capital o en los derechos de voto correspondientes a acciones,
participaciones, partes del capital social o participacion en la persona juridica es
significativa cuando, por su proporcion, permite a la persona que la posea tener
capacidad de influencia en la persona juridica participada.

No obstante, no se protegera a aquellas personas que comuniquen:

a) Informaciones contenidas en comunicaciones que hayan sido inadmitidas a
tramite.

b) Informaciones vinculadas a reclamaciones sobre conflictos interpersonales o que
afecten Unicamente al informante y a las personas a las que se refiera la
comunicacion.

c¢) Informaciones que ya esten completamente disponibles para el publico o que
constituyan meros rumores.

3.2. Prohibicion de represalias
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Se prohiben expresamente los actos constitutivos de represalia, incluidas las amenazas de
represalia y las tentativas de represalia, contra las personas que presenten una
comunicacion conforme a lo previsto en este Procedimiento.

Se entiende por represalia cualesquiera actos u omisiones que estén prohibidos por la Ley
2/2023, o que, de forma directa o indirecta, supongan un trato desfavorable que sitle a
las personas que las sufren en desventaja particular con respecto a otra en el contexto
laboral o profesional, solo por su condicién de informantes y siempre que tales actos u
omisiones se produzcan mientras duren las diligencias de investigacion y en los dos afios
siguientes a su finalizacion.

En concreto, se consideraran represalias las que se adopten en forma de:

a) Suspension del contrato de trabajo, despido o extincion de la relacion laboral,
incluyendo la no renovacion o la terminacion anticipada de un contrato de trabajo
temporal una vez superado el periodo de prueba, o terminacién anticipada o
anulacion de contratos de bienes o servicios, imposicion de cualquier medida
disciplinaria, degradacion o denegacion de ascensos y cualquier otra modificacion
sustancial de las condiciones de trabajo y la no conversion de un contrato de trabajo
temporal en uno indefinido, en caso de que el trabajador tuviera expectativas
legitimas de que se le ofreceria un trabajo indefinido; salvo que estas medidas se
Ilevaran a cabo dentro del ejercicio regular del poder de direccion al amparo de la
legislacidon laboral, por circunstancias, hechos o infracciones acreditadas, y ajenas
a la presentacion de la comunicacion.

b) Dafios, incluidos los de caracter reputacional, o pérdidas econdmicas,
coacciones, intimidaciones, acoso u ostracismo.

c) Evaluacién o referencias negativas respecto al desempefio laboral, académico o
profesional.

d) Inclusion en listas negras o difusion de informacion en un determinado ambito
sectorial, que dificulten o impidan el acceso al empleo o la contratacién de obras o
Servicios.

e) Denegacion o anulacién de una licencia o permiso.
f) Denegacion de formacion.
g) Discriminacion, o trato desfavorable o injusto.

En caso de sufrir represalias, se debera informar inmediatamente al Responsable del
Sistema interno de informacion a través de las vias de comunicacion establecidas para las
comunicaciones. Se realizara un seguimiento periédico de la situacion del informante y,
en su caso, de aquellas personas incluidas en el régimen de proteccion.

Si la persona Responsable del sistema interno de informacion constatase que durante la
vigencia del regimen de proteccion se han adoptado represalias, ademas de las medidas
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disciplinarias y/o sanciones administrativas que pudieran resultar de aplicacion, se
adoptaran las medidas necesarias y disponibles para restituir al represaliado a la situacion
previa al perjuicio sufrido.

3.3. Medidas de apoyo

La Universidad de Deusto facilitara medidas de apoyo Yy asistencia propias, sin perjuicio
de las que pueda adoptar la Autoridad Independiente de Proteccion al Informante, A.A.1.,
a las personas que comuniquen o revelen infracciones previstas en el apartado 2 a través
de los canales internos de comunicacion previstos en este Procedimiento. En concreto,
accederan a las medidas de apoyo siguientes:

a) Informacion y asesoramiento completos e independientes, por parte de la
Universidad de Deusto, sobre los procedimientos y recursos disponibles, proteccion
frente a represalias y derechos de la persona afectada.

b) Asistencia efectiva por parte de la Universidad de Deusto ante cualquier
autoridad pertinente implicada en su proteccion frente a represalias, incluida la
certificacion de que pueden acogerse a proteccién al amparo de la legislacion de
proteccion de las personas informantes.

c) Asistencia juridica en los procesos penales y en los procesos civiles
transfronterizos de conformidad con la normativa comunitaria.

d) Apoyo financiero y psicolégico, de forma excepcional, si asi lo decidiese la
Autoridad Independiente de Proteccion del Informante, A.A.l. tras la valoracion de
las circunstancias derivadas de la presentacion de la comunicacion.

4. Obligaciones del personal de la Universidad de Deusto

Con caracter general, todo el personal de la Universidad de Deusto, incluidas las personas
pertenecientes al Consejo de Direccidn, deberan guardar la mas estricta confidencialidad
acerca de:

a) La identidad del informante.
b) La identidad de las personas afectadas por la comunicacion.
c) La identidad de cualesquiera otras personas mencionadas en la comunicacion.

d) Cualquier tipo de informacién comunicada a través del Sistema interno de
informacion.

En especial, las personas legitimadas para conocer la identidad del informante seran
garantes de la confidencialidad de dicha identidad y la de cualquier tercero mencionado
en la comunicacion.
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Cuando la comunicacion sea remitida por vias distintas a las establecidas en el presente
Procedimiento o a miembros del personal no responsables de su tratamiento, el receptor
de la comunicacion debera remitirla inmediatamente a la persona Responsable del sistema
interno de informacion.

La persona Responsable del sistema interno de informacion podra solicitar al personal de
la Universidad de Deusto su colaboracion en las diligencias de investigacion, que tendra,
dentro del marco legal aplicable, la obligacion de:

a) Comparecer ante la persona Responsable del sistema interno de informacion, en
el caso de que asi sean requeridos contestando a todas las preguntas que se les
formule.

b) Contestar a todos los requerimientos de informacion o documentacion
formulados por la persona Responsable del sistema interno de informacion.

¢) Mantener estricta confidencialidad sobre la existencia de la investigacion y su
contenido.

La solicitud de colaboracién debera ser atendida sin dilacion y, en todo caso, en los plazos
sefialados por la persona Responsable del sistema interno de informacion.

Asimismo, el personal de la Universidad de Deusto, incluidas los integrantes del Consejo
de Direccion de la entidad, deberan abstenerse de:

a) Obstaculizar la presentacién de comunicaciones.

b) Impedir, frustrar o ralentizar el seguimiento de las comunicaciones, incluyendo la
aportacion de informacion o documentacion falsa o incompleta si fuesen
requeridos para ello.

c) Adoptar cualquier represalia, incluidas las amenazas de represalia y las tentativas
de represalia, contra las personas que presenten una comunicacion o las demas
personas incluidas en el ambito de proteccion, conforme a lo establecido en el
apartado 3 del presente Procedimiento.

d) Comunicar informacion a través del Sistema interno de informacién a sabiendas
de su falsedad.

Las obligaciones establecidas para el personal de la Universidad de Deusto resultan de
aplicacion, al personal ajeno a la Universidad de Deusto que esté incluido en el &mbito
de aplicacion del presente Procedimiento.

La falta de colaboracién con la persona Responsable del sistema interno de informacién
podra determinar el archivo del expediente iniciado tras la comunicacién correspondiente.

5. Vias para comunicar

En la web de la Universidad de Deusto se encuentra disponible un enlace a un
denominado Canal Etico que permitira el acceso a una plataforma proveida por una
empresa tecnoldgica especializada. Dicha plataforma cuenta con medidas técnicas
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adecuadas para garantizar la confidencialidad y la seguridad de la informacion, asi como
el anonimato cuando se opte por esta modalidad de comunicacion.

Una vez remitida la comunicacion, ésta quedara automaticamente registrada en la
plataforma, generando un expediente en el que se debera adjuntar toda la documentacion
relacionada con dicha comunicacion.

Se ofrece también la posibilidad de informar sobre infracciones normativas, a peticion
del informante, mediante una reunién presencial con la persona Responsable del Sistema
Interno de Informacion que podra ser solicitada en la siguiente direccion de correo
electrénico: cumplimiento.normativo@deusto.es.

En caso de realizar la comunicacion mediante reunion presencial, la persona Responsable
del Sistema Interno de Informacion la documentara de alguna de las formas siguientes,
previo consentimiento de la persona informante:

a) Mediante una grabacién de la conversacion en un formato seguro, duradero y
accesible, o

b) A través de una transcripcion completa y exacta de la conversacion. En este
supuesto la persona Responsable del Sistema Interno de Informacion actuara
asistido por el/la empleado/a de apoyo a la persona Responsable del Sistema Interno
de Informacion

Sin perjuicio de los derechos que correspondan a la persona informante de acuerdo con
la normativa sobre proteccion de datos, se le ofrecera la oportunidad de comprobar,
rectificar y aceptar mediante su firma la transcripcion de la conversacion.

Adicionalmente, aunque el canal de comunicacion preferente es el interno de la
Universidad, la comunicacion se podra dirigir a un canal externo habilitado y gestionado
por la Autoridad Independiente de Proteccion del Informante, A.A.l. (AIPI), organismo
publico de &mbito estatal.

6. Procedimiento de gestion de informaciones

La persona Responsable del sistema interno de informacion es la encargada de llevar a
cabo el procedimiento descrito en este documento.

En los supuestos de vacante, ausencia o0 enfermedad de la persona Responsable del
sistema interno de informacién o cuando se alegue de forma motivada que se encuentra
en situacion de conflicto de interés, el Rector de la Universidad de Deusto designara a
una persona para que realice esa labor provisionalmente o en ese caso en caso de conflicto
de interés.

6.1. Recepcion de informaciones
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La persona que decida formular una comunicacion debera facilitar con la misma la
méaxima informacién disponible sobre los hechos comunicados, debiendo incluir
expresamente:

a) El tipo de vinculo que la persona informante mantiene con la Universidad de
Deusto, de acuerdo con el apartado 2.1 de este Procedimiento.

b) La fecha o fechas en que se hubieran cometido los hechos informados.
c) La/s persona/s que, en su caso, fueran responsables de dichos hechos.
d) Una descripcion completa y precisa de los hechos.

e) Documentos, datos y demas fuentes de prueba o informacién que, en su caso,
pudieran permitir la investigacién de los hechos.

Recibida la informacion, en un plazo no superior a siete dias naturales siguientes a su
recepcion se procedera a acusar recibo de la misma, salvo que ello pueda poner en peligro
la confidencialidad de la comunicacion.

Registrada la informacion, la persona responsable del sistema interno de informacion
debera comprobar si aquella expone hechos o conductas que constituyen un
incumplimiento de la normativa interna o legal. Para ello, podra requerir a la persona
informante, si lo estimara conveniente, informacion adicional que pueda aclarar o
complementar lo expresado en la comunicacién, acompafiando los documentos o datos
que se consideren necesarios para acreditar la existencia de la conducta irregular o ilicita.

Una vez realizada la evaluacion inicial de la comunicacién por razén de la materia, la
gestion del expediente podra derivarse teniendo en cuenta lo siguiente:

a) Las comunicaciones que tengan que ver con el Sistema de Entorno Seguro, en
particular por motivos de acoso seran derivadas a las Comisiones Técnicas de
Acoso existentes, una en relacion con el personal y otra en relacion con los
estudiantes, y se tramitaran conforme a los protocolos correspondientes. Las
resoluciones deberan comunicarse a la persona Responsable del sistema interno de
informacion. En todo caso se respetara el plazo maximo establecido en el presente
Procedimiento para dar respuesta a las actuaciones de investigacion.

b) Las comunicaciones relativas a infracciones en materia de proteccion de datos
seran derivadas al/a la Delegado/a de Proteccion de Datos de la entidad, si bien se
tramitaran conforme a lo establecido en los siguientes apartados. Las resoluciones
deberan comunicarse a la persona Responsable del sistema interno de informacion.
En los supuestos de vacancia, ausencia o enfermedad de esta persona, o cuando se
alegue de forma motivada que se encuentra en situacion de conflicto de interés, la
persona Responsable del sistema interno de informacion actuara como gestora del
expediente.
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c) Las comunicaciones que versen sobre otras materias seran tramitadas por la
persona Responsable del sistema interno de informacion, conforme a lo establecido
en los siguientes apartados.

En todos los supuestos la persona Responsable del sistema interno de informacion debera
velar por la tramitacion diligente del expediente.

6.2. Tramite de admisién o inadmision

Realizado este andlisis preliminar, la persona Responsable del sistema interno de
informacion decidira:

a) Inadmitir a tramite la comunicacion, en alguno de los siguientes casos:

- Cuando los hechos relatados carezcan de toda verosimilitud o no constituyan un
incumplimiento, irregularidad o ilicitud legal o de la normativa interna de la
Universidad de Deusto.

- Cuando la comunicacion carezca manifiestamente de fundamento por no reunir
los requisitos expresados en el apartado 6.1 de este Procedimiento o cuando existan
indicios racionales de que la prueba se hubiera obtenido mediante la comision de
un delito.

- Cuando la comunicacion no contenga informacion nueva y significativa sobre
infracciones en comparacion con una comunicacion anterior respecto de la cual han
concluido los correspondientes procedimientos, a menos que se den nuevas
circunstancias que justifiqguen un seguimiento distinto.

b) Admitir a trdmite la comunicacion, desplegando efectos el régimen de proteccidn frente
a posibles represalias en los términos previstos en el apartado 3 del presente
Procedimiento.

c) Remitir con caracter inmediato la informacion al Ministerio Fiscal cuando los hechos
pudieran ser indiciariamente constitutivos de delito.

En los casos de comunicaciones formuladas por personas que no estén incluidas en el
ambito subjetivo del presente Procedimiento, se procedera a inadmitir la comunicacion
sin perjuicio de darle el curso legal que proceda.

La decision de admision o inadmisién a tramite se comunicara a la persona informante a
la mayor brevedad posible. La comunicacion de inadmision a tramite se motivara de
forma sucinta.

6.3. Diligencias de investigacion

Las diligencias de investigacion comprenderan todas aquellas actuaciones encaminadas a
comprobar la verosimilitud de los hechos relatados dejando constancia de las mismas en
el expediente. Se detallan a continuacion algunas de las principales diligencias que podran
conformar la investigacion:
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a) Realizar entrevistas con la persona informante, con las personas mencionadas en
la comunicacion o con personal de la Universidad de Deusto, que deberan ser
documentadas adecuadamente.

b) Recabar toda la informacion o documentacion que estime necesaria a
cualesquiera de las areas de la entidad.

c) Acceder a los sistemas informaticos y dispositivos que la entidad pone a
disposicion de sus empleados para fines profesionales (por ejemplo, ordenadores
portétiles, cuentas de correo electrénico, dispositivos de almacenamiento, etc.),
dentro de los limites establecidos en la normativa laboral y en la normativa de
proteccion de datos que resulte de aplicacion.

Si fuera preciso, la persona Responsable del sistema interno de informacién podra contar
con el auxilio necesario para la practica de las diligencias de investigacién que, en todo
caso, debera respetar los principios establecidos en la Politica del Sistema Interno de
Informacion. Los procedimientos de contratacion o asignacion que se deban seguir se
Ilevaran a cabo con la celeridad necesaria que demande el cumplimiento de los plazos de
la investigacion.

Se garantizara que la persona afectada por la informacion tenga noticia de la misma, asi
como de los hechos relatados de manera sucinta, si bien esta informacion se proporcionaré
en el momento y en la forma que se consideren adecuados para garantizar el buen fin de
la investigacion. En ningln caso se comunicara a las personas afectadas la identidad del
informante ni se dara acceso a la comunicacion. Asimismo, la persona afectada tendra
derecho a ser oida en cualquier momento con el objeto de exponer su version de los
hechos y aportar aquellos medios de prueba que considere adecuados y pertinentes,
siempre con absoluto respeto a la presuncion de inocencia. Se le debera informar de la
posibilidad de comparecer asistido por un/a abogado/a.

6.4. Terminacién de las actuaciones

Concluidas las diligencias de investigacion, la persona Responsable del sistema interno
de informacion emitird un informe que contendra un resumen de los hechos relatados, las
actuaciones realizadas con el fin de comprobar la verosimilitud de los hechos, la
valoracion de las diligencias y de los indicios que las sustentan y las conclusiones
alcanzadas en la investigacion.

Este informe escrito con las conclusiones alcanzadas adoptara alguna de las siguientes
decisiones:

a) Archivar el expediente en los siguientes supuestos:

- Inexistencia de los hechos que pudieran constituir una infraccion normativa
incluida en el &mbito de aplicacion de este Procedimiento.
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- Cuando las diligencias practicadas no acrediten suficientemente la comision de
la infraccion.

- Cuando los hechos probados no constituyan, de modo manifiesto, una
infraccién normativa incluida en el ambito de aplicacion de este Procedimiento.

- Cuando no se haya podido identificar a la persona o personas responsables.
- Cuando se concluyera, en cualquier momento, que ha prescrito la infraccion.

El archivo del expediente sera notificado al informante y, en su caso, a la persona
afectada.

b) Si la Resolucion de la persona Responsable del sistema interno de informacion
concluyese que existe una infraccion legal y/o de la normativa interna de la
Universidad de Deusto y la responsabilidad del sujeto afectado o de cualesquiera
otras personas implicadas de la Universidad de Deusto respecto de los hechos o
conductas informadas, se dara traslado de la misma al Consejo de Direccion para
que proceda a adoptar las medidas oportunas.

En todo caso, si los hechos pudieran revestir caracter delictivo se debera informar
de forma inmediata al Ministerio Fiscal o a la Fiscalia Europea en el caso de que
los hechos afecten a los intereses financieros de la Union Europea.

En todos los supuestos en los que no se haya procedido al archivo del expediente, los
informes o propuestas de resolucion de la persona Responsable del sistema interno de
informacion, y la decision posterior del Consejo de Direccion se trasladaran a las personas
afectadas e implicadas para su informacion, respetando en todo caso la normativa de
proteccion de datos personales y la debida proteccion de la persona informante.

De las decisiones adoptadas se dara cuenta sucinta al informante y a la persona afectada.

El plazo para finalizar las actuaciones y dar respuesta al informante no podra ser superior
a tres meses a contar desde la recepcion de la comunicacion completa o, en su caso, desde
la subsanacion de los requisitos que hubieran determinado la inadmisién de la
comunicacion. De forma motivada, este plazo podra extenderse por parte de la persona
Responsable del sistema interno de informacion hasta un maximo de otros tres meses
adicionales en casos de especial complejidad.

7. Conflicto de intereses

La instruccion de los expedientes corresponde a la persona Responsable del sistema
interno de informacién, por lo que en caso de conflicto de interés debera comunicar
inmediatamente la situacion al Consejo de Direccion y si este 6rgano estima la
concurrencia de un conflicto de interés, el Rector designara a una persona para que realice
la labor en ese caso.
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El/la RESPONSABLE CO excluido de la instruccion de dicho expediente por conflicto
de interés estara obligado a mantener la maxima confidencialidad de la comunicacion,
estando prohibido el acceso directo o indirecto a cualquier informacion sobre la identidad
del informante y del proceso de investigacion en curso. Estara excluido durante todo el
proceso de investigacion hasta su resolucion.

8. Proteccidn de datos personales

Los tratamientos de datos personales que deriven de la aplicacion de este Procedimiento
se regiran por lo dispuesto en el Reglamento (UE) 2016/679 del Parlamento Europeo y
del Consejo, de 27 de abril de 2016, en la Ley Organica 3/2018, de 5 de diciembre, de
Proteccion de Datos Personales y Garantia de los Derechos Digitales, en la Ley Orgéanica
7/2021, de 26 de mayo, de proteccion de datos personales tratados para fines de
prevencion, deteccion, investigacion y enjuiciamiento de infracciones penales y de
ejecucion de sanciones penales, y en el Titulo VI de la Ley 2/2023, de 20 de febrero,
reguladora de la proteccidn de las personas que informen sobre infracciones normativas
y de lucha contra la corrupcién.

El responsable del tratamiento de los datos personales tratados en el Sistema interno de
informacion es la Universidad de Deusto.

Los datos de contacto del/de la Delegado/a de Proteccion de Datos (DPO) son email:
dpo@deusto.es, Direccion postal: Avenida de las Universidades, 24-Bilbao (CP-48007).

Los datos de caracter personal y demas informacién que, en su caso, se facilite a través
del Sistema interno de informacién serdn tratados con la finalidad de recibir
comunicaciones de infracciones normativas, analizar su contenido y gestionar el
expediente correspondiente. El tratamiento de los datos personales estd basado en el
cumplimiento de una obligacion legal, de conformidad con el articulo 30 de la Ley
2/2023.

La identidad de las personas informantes sera en todo caso reservada, de tal forma que no
se comunicara a las personas a las que se refieren los hechos relatados ni a terceros.

Los interesados podran ejercer los derechos de oposicidn, acceso, rectificacion, supresion,
limitacion y portabilidad enviando un correo electrénico a la direccion dpo@deusto.es o
por correo postal dirigiéndose al/ a la Delegado/a de Proteccién de Datos en la direccion
Avenida de las Universidades, 24-Bilbao (CP-48007).

En caso de que la persona a la que se refieran los hechos relatados en la comunicacion
ejerciese el derecho de oposicidn, se presumira que, salvo prueba en contrario, existen
motivos legitimos imperiosos que legitiman el tratamiento de sus datos personales.

El acceso a los datos personales contenidos en el Sistema interno de informacion quedara
limitado, dentro del ambito de sus competencias y funciones, exclusivamente a:
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a) La persona Responsable del Sistema interno de informacion y a una persona
administrativa de apoyo, o quien realice dicha funcién de cumplimiento normativo
en caso de vacante, enfermedad, ausencia o conflicto de interés de la persona
Responsable del sistema interno de informacion.

b) Los integrantes del Consejo de Direccion en la medida en que sea necesario para
la adopcion de las medidas oportunas en caso de una propuesta de resolucion que
no prevea el archivo del expediente.

c) Dependiendo del objeto de la denuncia o consulta recibida, en funcion de sus
competencias, el/la Delegado/a de Proteccion de Datos de la entidad, la persona
Responsable del Sistema de Entorno Seguro y/o los integrantes de las Comisiones
Técnicas de Acoso.

d) Los encargados del tratamiento que eventualmente se designen.

Seré licito el tratamiento de los datos por otras personas, 0 incluso su comunicacion a
terceros, cuando resulte necesario para la adopcién de medidas correctoras en la entidad
o la tramitacidn de los procedimientos sancionadores o penales que, en su caso, procedan.

En ningun caso seran objeto de tratamiento los datos personales que no sean necesarios
para el conocimiento e investigacion de las infracciones incluidas en el ambito de
aplicacion del presente Procedimiento, procediéndose, en su caso, a su inmediata
supresion. Asimismo, se suprimiran todos aquellos datos personales que se puedan haber
comunicado y que se refieran a conductas que no estén incluidas en dicho ambito de
aplicacion.

Si la informacidn recibida contuviera datos personales incluidos dentro de las categorias
especiales de datos, se procedera a su inmediata supresion, sin que se proceda al registro
y tratamiento de los mismos, salvo que existan razones de interés publico esencial.

Los datos que sean objeto de tratamiento se conservaran en el sistema Gnicamente durante
el tiempo imprescindible para decidir sobre la procedencia de iniciar una investigacion
sobre los hechos informados.

Si se acreditara que la informacion facilitada o parte de ella no es veraz, se procedera a
su inmediata supresion desde el momento en que se tenga constancia de dicha
circunstancia, salvo que dicha falta de veracidad pueda constituir un ilicito penal, en cuyo
caso se guardard la informacién por el tiempo necesario durante el que se tramite el
procedimiento judicial.

En todo caso, transcurridos tres meses desde la recepcion de la comunicacidn sin que se
hubiesen iniciado actuaciones de investigacién, debera procederse a su supresion, salvo
que la finalidad de la conservacion sea dejar evidencia del funcionamiento del sistema.
Las comunicaciones a las que no se haya dado curso solamente podran constar de forma
anonimizada, sin que sea de aplicacion la obligacion de bloqueo prevista en el articulo 32
de la Ley Organica 3/2018, de 5 de diciembre.
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En ningun caso los datos personales relativos a las informaciones recibidas y a las
investigaciones internas podrén conservarse por un periodo superior a diez afios.



